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Abstract of the contribution: This document proposes to remove Editor´s note on solution#13 that states that it is FFS how NWDAF can registers metadata in NRF using existing NF/NF Service Framework.

Discussion

In this document we include a new solution to allow NWDAF/NWDAF services registration in NRF following Rel-15 functionality defined in 23.502.

Then, each NF Registering its services in NRF may include not only the names of the supported services but also some service parameters. For NWDAF the list of supported services are both Nnwdaf_EventExposure and Nnwdaf_AnalyticsInfo. The service parameters are the metadata supported.
Metadata refers a set of descriptive data on the analytic information provided by the NWDAF such as list of available analytic information, metrics, calculation algorithms, sampling rate etc, although the most relevant metadata is the available analytic information that will allow a NF to select a NWDAF instance that supports an analytic information (e.g. UE expected trajectory) while other metadata such as supported metrics, calculation algorithms or sampling rate are considered not needed in the context of the use cases defined in this TR so far and as such not used any longer in this description.

An NWDAF instance supporting analytic type such as UE expected trajectory, will register to NRF providing the service parameters that includes the analytics type in the EventID.

An NF that want to discover a NWDAF supporting a specific analytic type will include it in the EventID in the discovery request.

Proposal

Include a new solution to allow NWDAF/NWDAF services registration in NRF including the option to register the type of supported analytics, identified by an EventID if we follow solution#1.
* * * First Change * * * *

6.13
Solution 13: Metadata exposure to 5GS NF and AF
6.13.1
Description

Editor's note:
Describe the solutions. Sub-clause(s) may be added to capture details, procedural flow, etc.
This is a solution to Key Issue #1: Analytic Information Exposure to 5GS NF, and Key Issue #2: Analytic information exposure to AF. Metadata refers a set of descriptive data on the analytic information provided by the NWDAF. For example, the metadata could contain the list of the available analytic information, the analytic information name/ description, the calculation algorithm, the analysed data granularity, the sampling rate, and etc.
Editor's note:
the IE structure of metadata is FFS.
6.13.1.1
Metadata request by 5G NF
This procedure is used by any NF service consumer to obtain the metadata of the available analytic information from the NWDAF such as the list of the available analytics. This procedure is optional. If the consumer NF needs to obtain the available analytic information, this procedure may be triggered.
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Figure 6.13.1.1-1: Metadata request/response by a 5G NF

1.
The 5G NF service consumer requests to obtain the metadata of the available analytic information to NWDAF by invoking the request operation via service-based interface with several parameters to efficiently filter out non-related with the request. For example, the parameters of the request operation may be NF type, analytic information category, NF ID, and etc.

2.
When the NWDAF successfully received the request from the NF, the metadata containing the analytic information list should be returned via available analytic information response operation.

3.
(Optional) If the NF require to get notified when the metadata of the available information is changed, the NWDAF may notify the NF by invoking an analytic information update operation.

6.13.1.2
Available analytic information request by AF
This procedure is used by an AF service consumer to obtain the metadata of the available analytic information from the NWDAF. Not like a case of 5G NF, the request from an AF may be bypassed via NEF to filter out not authorized requests from 3rd party AFs. This procedure is optional. If the consumer AF needs to obtain the available analytic information, this procedure may be triggered.
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Figure 6.13.1.2-1: Metadata request/response by an AF via NEF

1.
An AF service consumer request to obtain the metadata of the available analytic information to NWDAF by invoking the request operation via service-based interface with several parameters to efficiently filter out non-related with the request. For example, parameters of the request operation may be NF type (AF), analytic information category, AF ID, and etc. The request message may be bypassed by NEF.

2.
When the NWDAF successfully received the request from the AF, the metadata of the analytic information list should be returned via available analytic information response operation. The response message may be bypassed by NEF.

3.
(Optional) If the NF require to get notified when the metadata of the available information is changed, the NWDAF may notify the NF by invoke analytic information update operation. The update message may be bypassed by NEF.

6.13.1.3
How 5GS NF/AF request the metadata of the available analytic information

5G NF or AF request the metadata of the available analytics using the Nnwdaf service defined in clauses 6.13.1.1 and 6.13.1.2 that may input information category to efficiently filter out highly related analytics only. The information category can be defined to categorize the available information into several groups. For example, the available information could be categorized by NF type, NF identifier (for a specific NF or AF), and keyword (load, session, mobility, and etc.).
Editor's note:
The parameters of the request operation should be further studied to improve the usability of the NWDAF by other NFs.
6.13.1.4
How NWDAF provides the available analytics metadata
As a response of the metadata for the available analytic information request, the NWDAF should provide the information to support that NF and/or AF can subscribe or request analytics successfully. NWDAF should provide the available analytic information metadata with event ID and available event filters at least. The candidate information contained in the response (or update) can be detailed in clause 6.1.1.3.


6.13.2
Impacts on Existing Nodes and Functionality
NWDAF: A new Nwdaf service should be provided to allow requests from 5G NF/AF. No impacts on the existing Nnwdaf interface.

Consumer 5G NF/AF: For a NF such as PCF or NSSF that are consumers of new Nnwdaf service, the impact is that need to allow the processing of the response/update message from NWDAF.

NEF: To connect NWDAF and AFs, NEF should allow the newly defined NWDAF service.

6.13.3
Solution Evaluation

Editor's note:
Use this clause for evaluation at solution level.
* * * Next Change * * * *

6.x
Solution x: NWDAF/NWDAF service registration and metadata exposure to NFs 
6.x.1
Description


This is an extension of Solution #1 to describe the following aspects of Key Issue #1: Analytic Information Exposure to 5GS NF:

-   How the NWDAF provides/updates the available analytic information metadata to the 5GS NF (or subset of relevant analytic information metadata), 

Metadata refers a set of descriptive data on the analytic information provided by the NWDAF such as list of available analytic information, metrics, calculation algorithms, sampling rate etc, although the most relevant metadata is the available analytic information that will allow a NF to select a NWDAF instance that supports an analytic information (e.g. UE expected trajectory) while other metadata such as supported metrics, calculation algorithms or sampling rate are considered not needed in the context of the use cases defined in this TR so far and as such not used any longer in this description.
The proposal is generic for any metadata and therefore can be extended when other metadata is required.
The Registration and Discovery of a NWDAF instance/NWDAF service that supports a specific analytic type is described below. Note that according to 3GPP TS 23.502, procedures to Update the supported analytics are available although not mentioned here.
6.x.2
Registration of NWDAF/NWDAF service into the NRF
This procedure extends the NF service Registration described in 3GPP TS 23.502, to include specific service parameters for NWDAF, i.e. analytics type. 
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Figure 6.x.2-1: NWDAF/NWDAF Service Registration
1.
An NWDAF instance sends Nnrf_NFManagement_NFRegister Request message (the NWDAF profile) to NRF to inform the NRF of its NF profile when the NWDAF becomes operative for the first time. The NWDAF includes NF type: “NWDAF”, FQDN or IP address of NWDAF, Names of supported NWDAF services, Endpoint information of instance(s) of each supported service and other service parameter. The other service parameters are the type of analytics that the NWDAF instance supports. In solution #1 this type of analytics is identified by an EventId. If some of the Events may be used by NFs that are not in the same domain as NWDAF then the NWDAF profile includes this information.
2.
The NRF stores the NWDAF profile, as described in 3GPP TS 23.502.
3.
The NRF acknowledge NWDAF Registration is accepted via Nnrf_NFManagement_NFRegister response, as described in 3GPP TS 23.502.
6.x.3
NWDAF/NWDAF service discovery
This procedure extends the NF/NF service discovery described in 3GPP TS 23.502, to include discovery of a NWDAF instance supporting specific service parameters i.e. analytics type. Note that if an AF discovers a NWDAF instance supporting specific analytic type, then the same procedure will be invoked by NEF if AF is external or by the AF itself if it is an NF.
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Figure 6.x.3-1: NWDAF/NWDAF Service Discovery
1. The NF service consumer intends to discover analytics services available in the network based on service name and target NF type “NWDAF”, invokes Nnrf_NFDiscovery_Request (Nnwdaf_EventSubscription/Nnwdaf_AnalyticInfo, NWDAF, NF type of the NF consumer). The parameter includes the requested analytics type, identified by an EventId.

2.
The NRF authorizes the Nnrf_NFDiscovery_Request as described in 3GPP TS 23.502, 

3.
If allowed, the NRF determines the discovered NWDAF instance(s) or Nnwdaf_EventExposure or Nnwdaf_Analytics_Info service instance(s) and provides the information of a set of discovered NWDAF instance(s) or NWDAF service instance(s) to the NF service consumer via Nnrf_NFDiscovery_Request Response message. as described in 3GPP TS 23.502,

6.x.2
Impacts on Existing Nodes and Functionality
NWDAF: NWDAF registration to NRF following NF/NF Service Framework defined in 3GPP TS 23.501 for any NF, extended to provide the analytic type, identified by an EventID in  the Nnrf_NFRegistration_Request.
During discovery, if the target NF is a NWDAF then  if EventID was used in the request, the NRF shall provide the corresponding NWDAF instance(s) that supports the EventID.. Otherwise, if EventID is not provided in the request, the NRF shall return all applicable NWDAF instance(s) supporting the requested Nnwdaf service(s).

NF service consumer, needs to provide the requested analytics in the Event ID when using Nnrf_NFDiscovery_Request. 
6.13.3
Solution Evaluation


This solution has minor impacts on the NF/NF service discovery framework, that only needs to include one additional service parameter.

The solution proposes a smooth evolution from Rel-15 functionality.
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